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1
Decision/action requested

This contribution proposes potential requirement on User's consent for exposure of information to Edge Applications to be captured in TR 33.867
2
Rationale

This contribution proposes the potential security requirements on user's consent for exposure of information to Edge Applications by the Edge Enabler Server. 
Request SA3 to capture the proposed requirement corresponding to the key issue#10 moved from the TR 33.839 to TR 33.867, so that study is carried out on how to obtain the User consent to expose the UE information to Edge Applications.

4
Detailed pCR proposal

*********************Start of Changes***************************
5.X.3
Potential security requirements
Architecture for enabling edge applications shall support Edge Application Servers to obtain user's authorization, in order to access to and/or to expose the user's sensitive information (e.g. user's location).
*********************End of Changes**************************

